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(translation) March 30,2023

4 A R ATA CORPORATION
Warning about spoof e-mails

We have recently received reports of job seekers receiving spoof e-mails
regarding employment opportunities, mainly in the U.S., in the name of our
company and board members.

We are currently not recruiting candidates for executive positions.

These e-mails are malicious e-mails sent under the disguise of our company,
were not sent by our company or our employees, and have nothing to do with our
company.

The domain of the e-mail address we use is "arata-gr.jp”, and please be careful
of e-mails sent from addresses other than "@arata-ar.jp”.

If the e-mail contains an attached file, please do not open the file. If the e-mail
contains a URL, please do not access the URL and delete the entire e-mail.

Please be careful not to provide personal information, including sensitive
information, to anyone impersonating us.

Also, if you have already contacted, please stop communication immediately.



